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Letter to Parents 

SAINT KATHARINE DREXEL SCHOOL 

August 2023

Dear Family: 

SKDS is pleased and excited to provide Internet services for its students.  The Archdiocese has updated its policies and regulations as well as 
the required form(s) to keep abreast of the ever-changing technological world. Part of our responsibility in preparing students for the future is to 
provide them with access to the technological tools they will be using as adults.  Our students today are technology natives; they are no longer 
technology immigrants.  Thus, we continually look for ways to enhance learning opportunities that will prepare them for a world that is still in 
transition. 

One of the things we provide is an opportunity for students in grades 5K-8 to have access to a school based email account enabling them to 
access Google Classroom and correspond with their teachers and peers regarding school focused issues. This account is intended to be used 
for submitting assignments, projects, and/or other school tasks.  This account is not intended for personal communication purposes and will be 
supervised accordingly.  All students in grade 5K-8 will be issued a Chromebook (Grade 3-8), or a tablet (Grade 5K-2) for school purposes 
only. 

Please read with your child, the Acceptable Use Policy for the use of Computers and Telecommunications found on the pages below.  
When your child is given a password for computer use, it is extremely important that the rules are followed.  Please stress to your child the 
importance of using only his/her account password, and of keeping it a SECRET from other students.  Your child should never let anyone else 
use his/her password to access the network.  Your child is responsible for any activity that happens in his/her account.  Inappropriate use will 
result in the loss of computer privileges, and other disciplinary action, if necessary. 

Your child’s use of the Internet will be supervised by staff, and we are using security settings available which are designed to limit access to 
inappropriate material.  Please be aware, however, that there is unacceptable and controversial material and communications on the Internet 
that your child could access despite all our precautions.  It is not possible for us to always provide direct supervision for all students, nor can we 
filter material posted on every network-connected computer all over the world.  We encourage you to consider the potential, however slight, of 
your child being exposed to inappropriate material in your decision whether or not to sign the Student Acceptable Use.  There may also be 
additional kinds of material on the Internet that are not in accord with your family values.  We would like to encourage you to use this as an 
opportunity to have a discussion with your child about your family values and your expectation about how these values should guide your 
child’s activities while he/she is on the Internet. 

A statement of our Internet Safety Policy is available in the SKDS Family Handbook https://www.skds.org/handbooks.   We ask you to review it 
with your child. 

Please download, fill out, save and return the required form(s) via email to Patty Schmitt: schmittp@stkds.com, no later than August 28, 2023. 
Students will have access to the Internet ONLY after you have given us your consent.  If you have any questions, feel free to call us at 
920.885.5558.  If you need paper copies, please request them from the office.  In keeping with our 2023-2024 theme,

Live Our Mission  Vive Nuestra Mision

Tina Ellefson
Principal 
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Form 
6161.2 (a) 

STUDENT ACCEPTABLE USE POLICY 

Use of computers and the Internet provides great educational benefits to students.   Network and Internet access is 
provided to further the legitimate educational goals of this institution.  Access to the Internet and the use of the 
computer network is given as a privilege to students.  All students and their parents or guardians are required to 
read, accept, and sign the following rules for acceptable online behavior.  

Rules for Acceptable Use: 

1. Students accept responsibility to act in a moral and ethical manner when using the computer system and
Internet. General school rules for behavior and communication apply.

2. Only school issued devices will be used at school.  No personal devices will be allowed to be used at school.
3. Network storage areas and school issued or personal devices may be treated like school lockers or desks.

Administrators may review email, files, device content, and communications to maintain system integrity and
ensure that users are using the system responsibly.  They may also request access to these types of documents
maintained on third-party servers being used for educational purposes.  Users should not expect that files will
always be private.

4. The following are not permitted:
a. Searching/browsing websites that are not school related
b. Searching/browsing websites not related to the specific class or teacher's instruction
c. Sending or displaying offensive message or pictures.
d. Using obscene language
e. Harassing, insulting or attacking others
f. Tampering with or damaging computers, computer systems or networks
g. Violating copyright laws
h. Using another’s password
i. Trespassing in another’s folders, work or files
j. Wasting limited resources
k. Employing the network for personal, commercial, or non-academic purposes
l. Circumventing security measures on school/parish or remote computers or networks

m. Revealing the personal address or phone number of yourself or any other person without the appropriate prior approval
n. Using the Chromebook camera to take unnecessary or harassing pictures.
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Violations may result in a loss of access to technology, loss of credit for the class, suspension from school, and other 
disciplinary action. 
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